
Data Security  
 
Introduction 
 
EveryCa is committed to protecting the privacy and security of our customers' and 
users' data. This Data Security policy outlines our approach to data security and the 
measures we have in place to protect the personal information of our customers and 
users. 
 
Data Collection 
 
We collect personal information from our customers and users in order to provide our 
services. This information may include names, email addresses, phone numbers, 
billing information, and other information necessary to provide our services. 
 
Data Storage 
 
We store all data securely in data centers that are designed to protect against 
unauthorized access, disclosure, and destruction. We use industry-standard security 
technologies and protocols to protect data from unauthorized access. 
 
Data Access 
 
We limit access to customer and user data to authorized personnel who require access 
to provide our services. We have strict access controls and protocols in place to 
ensure that only authorized personnel have access to customer and user data. 
 
Data Processing 
 
We process customer and user data only for the purposes for which it was collected 
and in accordance with our Privacy Policy. We do not share or sell personal 
information to third parties. 
 
Data Breach Notification 
 
In the event of a data breach, we will notify affected customers and users as soon as 
possible. We have procedures in place to detect, report, and investigate data 
breaches, and we will work with affected customers and users to mitigate any damage 
caused by the breach. 
 
Compliance 
 
We comply with all applicable laws and regulations related to data privacy and 
security, including the General Data Protection Regulation (GDPR). We also regularly 
review and update our security practices to ensure that they are in line with industry 
standards. 
 
Conclusion 
 



We take data security seriously and are committed to protecting the personal 
information of our customers and users.  
If you have any questions or concerns about our data security practices, please 
contact us via mail - info@7hp.cz 


